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Summary	

Experienced	Cyber	Security	Manager	and	Technical	Professional	with	a	strong	background	in	Cyber	Security	and	Web	
Development.	Throughout	the	past	10	years,	I	have	gathered	the	experience	necessary	to	bridge	relationships	between	various	
stakeholders	to	include	technical	teams	and	customers.	I	have	the	perfect	mix	of	soft	and	hard	skills	necessary	to	get	the	job	
done.	

Experience	
Cyber	Operations	Officer	|	US	Army	|	Tacoma,	WA	|	October	2019	-		Current	

• Led	a	team	of	Cyber	Operations	Specialist	focused	on	monitoring	threats	using	Splunk	and	Kibana.	
• Participated	as	a	team	leader	for	the	Australian	Defense	Force	Cyber	Skills	Challenge	CTF	representing	the	US	Army’s	

1st	Multi	Domain	Task	Force.	
• Created	training	pipelines	for	soldiers	to	include	Security+,	Cloud+,	CCNA,	CASP+,	Splunk	and	RedHat.		
• Updated	and	published	standard	operating	procedures	(SOPs)	using	stakeholder,	customer	and	employee	input	and	

feedback	resulting	in	clearer	and	more	useful	instruction	for	users.	
• Coordinated	visits	and	provided	briefs	to	very	important	personnel	(VIPs)	improving	knowledge	and	awareness	of	

operational	activities,	programs,	and	offerings.	
• Verified	compliance	with	best	business	practices	throughout	organization.	
• Implemented	processes	that	simplified	procedures	and	reduced	average	processing	time.		
• Applied	leading	theories	and	concepts	to	development,	maintenance,	and	implementation	of	information	security	

standards,	procedures,	and	guidelines.	
• Represented	company's	technical	security	interests	to	partners	to	provide	bi-directional	flow	of	technical	information	

and	best	practices	in	information	security.		
• Counseled	senior-level	management	on	current	privacy	and	security	trends	and	recommendations	to	mitigate	risk.		

Hiring	Our	Heroes	Corporate	Fellow	|	PwC	|	Cyber	Risk	&	Regulatory	|	May	2022	-		July	2022	

• Supported	large	projects	involving	cybersecurity,	cyber	risk	management,	or	technology	risk	management.	
• Designed	and	developed	cybersecurity	and	technology	risk	programs	using	industry	frameworks	and	methodologies.	
• Assessed	enterprise-wide	cyber	risks	and	threats.	
• Designing	and	implementing	risk	management	controls	and	using	tools	and	technology	to	provide	data	analytics	and	

business	intelligence	on	threats,	risks	and	vulnerabilities.	
• Supported	client	engagements	that	identify	and	address	client	needs.	
• Participated	in	client	discussions	and	meetings.	
• Supported	multiple	project	workstreams.	
• Assisted	with	engagement	management	activities.	
• Prepared	concise	and	accurate	documents,	leveraging	and	utilizing	MS	Office	and	Google	Suite	to	complete	related	

project	deliverables.	
• Assisted	with	the	creation	and	maintenance	of	project	deliverables	as	needed.	
• Provided	candid,	meaningful	feedback	in	a	timely	manner	to	team	members	where	necessary.	
• Kept	managers	and	engagement	leadership	informed	of	progress	and	issues	related	to	deliverables	and	projects.	

Web	Developer	|	Posture	Interactive	|	Scranton,	PA	|	Aug	2017	-		Apr	2019	

• Implemented	best	practices	for	cyber	security	hardening	by	creating	secure	code,	setting	up	web	application	firewalls	
and	creating	alerts.	

• Consulted	with	marketing	department	to	ascertain	organizational	requirements,	then	compile,	refine	and	generate	
webpage	roadmap	to	achieve	objectives.	

• Oversaw	back-end	development	using	PHP	to	maintain	website	integrity,	security	and	efficiency.		
• Counseled	senior-level	management	on	current	privacy	and	security	trends	and	recommendations	to	mitigate	risk.	



Page	2	

• Planned	website	development,	converting	mockups	into	usable	web	presence	with	HTML,	JavaScript,	AJAX	and	JSON	
coding.	

• Provided	both	front-end	and	back-end	website	development	using	WordPress	and	React	.	
• Established	presentation	consistency	across	Chrome,	Safari,	Firefox	and	other	common	browser	interfaces.	
• Implemented	website	maintenance,	content	management,	updates	and	security	resource	tutorials	to	assist	end-user	

training.	
• Determined	coding	requirements	for	site	creation,	e-commerce	capability,	security	and	specialized	scripts.	
• Collaborated	with	other	developers	to	identify	and	alleviate	software	errors	and	inefficiencies.		

Web	Developer	|	15Four	|	Baltimore,	MD	|	Jun	2016	-		Aug	2017	

• Collaborated	with	marketing,	representing	web	team	to	establish	project	goals,	projections	and	milestones.	
• Applied	leading	theories	and	concepts	to	development,	maintenance,	and	implementation	of	information	security	

standards,	procedures,	and	guidelines.	
• Planned	website	development,	converting	mockups	into	usable	web	presence	with	HTML,	JavaScript,	AJAX	and	JSON	

coding.	
• Established	presentation	consistency	across	Chrome,	Safari,	Firefox	and	other	common	browser	interfaces.	
• Maintained	and	implemented	new	functionality	in	existing	Drupal/Wordpress	based	client	sites.		
• Worked	with	project	managers	to	help	set	project	expectations	and	create	estimates	based	on	capabilities	and	

limitations	of	project	goals.	

Program	Coordinator	|	Digital	Harbor	Foundation|	Baltimore,	MD	|	Dec	2014	-		Jun	2016	

• Plan	and	prepare	new	maker	and/or	technology	content	for	delivery	to	youth,	including	creation	of	lesson	plans,	
curricular	content,	video	tutorials.	

• Organized	and	managed	program	development	from	conception	through	successful	execution.		
• Orchestrated	smooth	and	efficient	program	development	by	collaborating	cross-functionally	across	departments.	
• Lead	and	taught	elementary,	middle,	or	high	school	aged	youth	in	maker	and/or	technology	activities.		
• Supported	youth-centric	learning	by	supporting	development	of	skills	relating	to	new	tools	and	resources	for	maker	

activities.		
• Researched,	evaluated,	and	implemented	new	technology	tools	and	resources	to	enhance	DHF	programs.	

Education	

B.S.,	Web	Development	Capitol	Technology	University	|	2015	–	2017	

• Dean’s	List	2017	

Certification	
	
CompTIA	CASP+	|	Apr	2022	
CompTIA	Cloud+	|	Feb	2022	
Splunk	7.x	Fundamentals	1	|	Sep	2021	
Splunk	7.x	Fundamentals	2	|	Sep	2021	
CompTIA	Security+	|	Aug	2021	
Virtual	Hacking	Labs	-	Penetration	Testing	Course	|	Dec	2020	

Security	Clearance	
Top	Secret	/	SCI	/	CI	Poly	

Skills		
● Programming	Language:	JavaScript,	React,	Python,	PHP,	HTML,	CSS	
● Expertise:	Team	&	Project	Management,	Translating	Technical	Concepts,	Training	Teams,	Creating	Curriculum	
● Tools:	Asana,	Trello,	Slack,	MS	Teams,	Office	365,	iTerm,	Adobe	Creative	Suite,	VS	Code,	GitHub,	Wireshark,	Splunk	


